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“It's brilliant”
Mark Rendle, GOTO Copenhagen party keynote
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“The majority of vulnerabilities fixed and with a CVE assigned 

are caused by developers inadvertently inserting memory 

corruption bugs into their C and C++ code”

– Microsoft Security Response Center: A proactive approach to more secure code (July 2019)
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Getting ready
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Code
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name = Some("My first world");
name = None;

terrain: terrain,









Memory management
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let message = get_message();

let messageRef = &message;
Illustration only! Not an 
accurate description of Rust, 
or C, or common CPUs.
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rust-lang / rust #25957



E0500: closure requires unique access to self but it is already borrowed 



Parallelism

35





Performance
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Clojure:
110,000 cycles/s

Rust:
3,500,000 cycles/s

25,000,000 cycles/s



“I had experienced some frustrations trying to implement in 

Rust the same structure I had had in C. So I mentally gave 

up on performance, resolving to just get something working 

first.”

– Bryan Cantrill, on his blog (September 2018)



Node.js 83.1s

Node/C hybrid 11.8s

Rust 8.1s

Time to generate a statemap for a "modest" trace (~4 million 
state transitions)



Thank you for listening,
now it's time for questions

Erik Dörnenburg
Head of Technology
erik@thoughtworks.com | @erikdoe
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